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Privacy Notice 

 This Privacy Notice aims to inform and assure you A.J.K. Wealth Management (Schweiz) AG (hereby refer to 
as AJK or Company or we) handles your Personal Data (as defined below) with respect to your personality and 
your rights and in accordance the Federal Act on Data Protection of Switzerland (the FADP) (the Data 
Protection Laws).  

This Privacy Notice is addressed to all natural persons and to the extent protected by the Data Protection Laws 
all legal entities which wish to contract with us or to establish a business relationship and/or members of 
another legal entity and/or natural persons who have a business relationship with AJK and/or with Clients of 
AJK.  

Affiliates shall mean any company or other business entity controlled by, controlling, or under common 
control with AJK, either within or outside Switzerland or the European Economic Area.  

Client or Clients shall mean a natural and/or legal person to whom services are provided by AJK.  

Personal Data means any information about you, that could identify you directly or indirectly, such as the 
personal information described in paragraph 3.1. below.  

Processing means any operation or set of operations which is performed on Personal Data, by automated 
means or otherwise, including collection, recording, organization, structuring, storage, adaptation or 
alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making 
available, alignment or combination, restriction, erasure or destruction.  

At AJK we take privacy seriously and are committed to treating all Personal Data that you provide to us or that 
we collect about in accordance with Data Protection Laws. We ask you to read this Privacy Notice carefully as 
it contains important information on who we are, how and why we collect, store, use and share your Personal 
Data, your rights in relation to your Personal Data and on how to contact us in the event you have any 
questions with regard to your Personal Data and the supervisory authorities in the event that you have a 
complaint.  

1. Who we are Controller: 

A.J.K. Wealth Management (Schweiz) AG  

Limmatquai 50,8001, Zurich, Switzerland 

Data Protection Contact Person (DPO): 

Address: Limmatquai 50,8001, Zurich, Switzerland 

Telephone: +41 43 3446050 

Fax: +41 43 3446051 

E-Mail: pmannouris@ajkwealth.com 

2. Our sources of 
collecting 
Personal Data and 
the Personal Data 
we process. 

We process Personal Data that you provide to us in the course of providing our 
services. For this purpose, we process and collect Personal Data that we receive 
from you and/or the Authorised Officials appointed by you and/or our Affiliates and/or 
third parties authorised or instructed by you. We may also collect and process 
Personal Data from databases and/or sources that are publicly accessible, such as 
the press, the media and/or third parties in order to enable us to comply with our 
regulatory obligations. We process Personal Data that we collect lawfully and that we 
are permitted to process. 
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Information we collect in connection with our services 

The Personal Data we collect from our existing or potential Clients mainly include the 
following: Name, Surname, Date, City and Country of Birth, Father's and Mother’s 
Name, Identity/Passport Number, age, gender, address (including proof of address, 
such as utility bill or bank statement), Contact Details, such as Phone number and 
Email address, Bank account details, income, bankruptcy information, tax 
declaration, tax residency, source of your assets, criminal record, profession, 
employer’s details, academic and professional background, a tax return of the 
previous year(s), marital status, kids’ names, curriculum vitae, driver’s license 
number, your nationality, country of residence, country of citizenship, power of 
attorney name, salary and benefits, source of your income or assets, alien “Green 
Card” number , personal photograph, written signature, phone number and your tax 
identification number. 

The Personal Data we collect from legal entity existing or potential Clients mainly 
include the following: company name, legal form, status, supervisory authority, 
incorporation date and country, registration number, address, listing symbol, 
nominal capital, share capital issued, registered office or agent, names/surnames, 
passport/ID/Registration numbers and share percentages of shareholders, directors, 
ultimate beneficial owners and their contact details (including contact names, 
addresses, fax numbers, email addresses, telephone numbers and web addresses), 
business activities, major counterparties and country(ies) of operations, bank 
account details including currency and bank name as well as audited financial 
statements and/or management accounts. 

Information we collect when you visit our website 

The Personal Data we collect from you when you visit our website mainly include the 
following: the IP-address, the date and time of the access, the name and the URL of 
the accessed documents, the website from which our website was accessed from, 
the language and version of the browser software used, the operating system and 
interface (including version) of the computer used as well as the name of your access 
provider. 

Please note that the Personal Data we collect about you may vary among the 
different services we provide. 

3. The purpose for 
processing your 
Personal Data and 
the legal ground of 
this processing. 

We collect and process Personal Data in full compliance with Data Protection Laws 
as well as the national legislation to provide our services to you, to pursue business 
opportunities and run our business (e.g. carry out administrative or operational 
processes), to develop our business and improve our services and products for you, 
to communicate with you or if you contact us and to comply with our legal 
obligations. 

In the paragraphs below (3.1 to 3.4) there is a more detailed analysis of the purposes 
and the legal ground of the processing. 

3.1 For the performance of a contract 
The processing of Personal Data is necessary in order for us to be able to 
provide our services to you in accordance with our contract and/or to fulfill 
your orders and/or to provide you with related services. 
The purposes of the processing are adjusted according to the nature of the 
service provided. 
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3.2 For the purposes of the legitimate interests pursued by us or by a third 
party 
Except for the above case, either we or third parties, process your Personal 
Data when necessary, except if your fundamental rights and freedoms 
override the below interests. Below are some examples: 
(A) in court proceedings and/or to claim our legal claims. 
(B) in the context of preventing and clarifying criminal offenses. 

3.3 Due to your consent 
If you give your consent to the processing of your Personal Data for specific 
purposes, the legal ground for the processing of your Personal Data is your 
express consent. This may be the case, if you wish to receive marketing 
communications from us (including invitations to events hosted by us). 
Please note that you may at any time withdraw your consent. The validity of 
this revocation will concern the future. 

3.4 For compliance with a legal or regulatory obligation 
AJK is subject to various legal and regulatory obligations which may require 
AJK to share Personal Data with competent authorities. 

4. Who we share 
your data with 

Within AJK 

In the course of AJK’s operation, the relevant employees responsible for the 
performance of our contractual and legal obligations receive the necessary data. 

Moreover, we might share your Personal Data with our Affiliates in other jurisdictions 
such as in Cyprus, if this is necessary for the performance of our services and/or to 
fulfill your orders and/or comply with our regulatory obligations. 

Outside AJK 

We may designate third parties to process your personal data if necessary or useful 
for us to provide our services or for other purposes defined in this Privacy Notice. In 
such a case, it is likely that the third parties will receive your Personal Data for the 
above purposes. For example, we might designate as processors, consultancy 
companies such as accountants or law firms, auditors as well as companies that 
provide organizing and filing services, IT or software providers or licensed service 
providers. 

Furthermore, AJK is legally obliged and/or may need to transfer your Personal Data in 
the course of the provisions of our services to various government authorities and/or 
semi-governmental and/or services and/or organisations. 

It is possible for us to share your Personal Data in the course of the provisions of our 
services to you or if you have given us your express consent for such transfer. 

If third parties are located outside of Switzerland, the European Union (EU) or the 
European Economic Area (EEA), we only share your Personal Data on a basis that 
ensures an adequate level of data protection in accordance with Data Protection 
Laws. 

5. How long your 
Personal Data will 
be kept for 

We will hold your Personal Data during our contractual relationship. After the 
termination of our contractual relationship, we hold your Personal Data for up to 10 
years, or the period required by the applicable AML law or other statutory retention 
duties, or according to the relevant directive of the Commissioner of Personal Data 
and/or other applicable law. 
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6. Transfer of your 
Personal Data 
outside the EEA or 
to an international 
organization 

We may transfer your Personal Data to third parties which are located outside 
Switzerland, the EU or the EEA, including but not limited to the following (as 
applicable), only if the transfer is necessary to perform our contractual obligations 
and/or to fulfill your orders and/or when you have given your express consent: 

• To Registrar of Companies  

• To our Affiliates in Switzerland and/or in other jurisdictions such as in Cyprus 

• To licensed service providers 

• To law firms and/or accountants  

• To banking institutions 

Furthermore, under certain circumstances, we are obliged by law to transfer your 
data to third countries, for example by the tax legislation, (FATCA) etc. 

In any case, the processors in third countries are obliged to t comply with Data 
Protection Laws and we ensure that appropriate safeguards are put in place to 
protect Personal Data in the same manner as the companies which are located 
within Switzerland, the EU or the EEA in accordance with the requirements set out in 
Data Protection Laws. 

7. Keeping your 
Personal Data 
secure 

We have appropriate security measures in place to prevent Personal Data from being 
accidentally lost or used or accessed in an unauthorised way. We limit access to 
your Personal Data to those who have a genuine business need to have access to it. 
Those processing your information will do so only in an authorised manner and are 
subject to a duty of confidentiality. 

We also have procedures in place to deal with any suspected data security breach. 
We will notify you and any applicable regulator of a suspected data security breach 
where we are legally required to do so. 

8. Your rights You have a number of important rights, under the Data Protection Laws. Specifically: 

(a) right to access your Personal Data: meaning you may request to receive 
information and/or copy of the Personal Data we hold free of charge. 

(b) right to rectification: you may ask us to correct any mistakes in your information 
which we hold. 

(c) right to erasure (right to be forgotten): you may ask us to erase the Personal Data 
concerning you. 

However, we reserve the right to deny the erasure, if the processing is necessary for 
compliance with a legal obligation, for reasons of public interests or for the 
establishment, exercise or defense of legal claims. 

(d) right to restrict processing: you may require us to restrict our processing of your 
Personal Data if you contest the accuracy of your Personal Data, the lawfulness of 
the processing, or you have objected to processing and you await our reply whether 
we have legitimate grounds which override yours. 

(e) right to data portability: you have the right to request and receive the Personal 
Data concerning you which you have provided to us, in a structured, commonly used 



5 
 

and machine-readable format and you have the right to transmit those data to a third 
party under certain circumstances. 

(f) right to object: you have the right to object at any time to processing of Personal 
Data concerning you which is based on performance of a task carried out in the 
public interest or for the purposes of the legitimate interest pursued by us or third 
parties. 

In case you exercise this right, we shall no longer process your Personal Data unless 
we demonstrate compelling legitimate grounds for the processing which override 
your interests, rights and freedoms or for the establishment, exercise or defence of 
legal claim. 

(g) Automated individual decision-making: you have the right to object to decisions 
being taken by automated means which produce right to withdraw your consent: you 
have the right to withdraw your consent at any time. However, the withdrawal of the 
consent does not affect the lawfulness of the processing based on consent before its 
withdrawal. 

If you wish to exercise any of the above rights or to ask any questions or 
clarifications, please do not hesitate to contact our Data Protection Officer at 
pmannouris@ajkwealth.com. 

If you like to exercise any of those rights, please: 

(a) email or write to us or our Data Protection Officer 

(b) let us have enough information to identify you 

(c) let us have proof of your identity and address 

(d) let us know the information to which your request relates. 

9. How to complain We hope that AJK and specifically the Data Protection Officer can resolve any query 
or concern you raise about our use of your information. 

However, Data Protection Laws also give you the right to lodge a complaint with the 
competent supervisory authority. 

For Switzerland this is the Federal Data Protection and Information Commissioner; 
for more information concerning the process of filing a complaint in Switzerland, 
please visit the website https://www.edoeb.admin.ch/en. 

10. Are you obliged to 
provide us with 
your Personal 
Data? 

You are required to provide your Personal Data to the extent that it is necessary to 
conclude, perform or terminate the contract between us and to fulfill your mandates. 

Furthermore, we are obliged by the anti-money laundering legislation to collect and 
hold your Personal Data according to the “know your client” principle. In case you 
refuse to give us your Personal Data, we will not be able to provide and/or continue to 
provide our services to you. 

11. Automated 
individual decision-
making 

As a rule, AJK does not make automated decisions. If we make use of automated 
decision-making, you will be properly informed if this is necessary on the basis of the 
relevant legislation. 

https://www.edoeb.admin.ch/en
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12. Is your data used 
for profiling? 

‘Profiling’ means any form of automated processing of Personal Data consisting of 
the use of Personal Data to evaluate certain personal aspects relating to a natural 
person, in particular to analyse or predict aspects concerning that natural person’s 
performance at work, economic situation, personal preferences, interests, reliability, 
behaviour, location or movements. 

AJK does not use your Personal Data for profiling. 

13. Changes in this 
privacy notice 

This Privacy Notice is effective as of 01.09.2023 and was last updated on 03.09.2024. 

We may change this Privacy Notice from time to time and in such case we will inform 
you via email. 

We also ask you to periodically visit our website for any updates of this Privacy 
Notice. 

Please contact us or our Data Protection Officer, if you have any questions about this 
Privacy Notice or the information we hold about you at pmannouris@ajkwealth.com. 

 


